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# Prototype Extension Criteria

The password manager prototype created by our group needs to fulfill the following criteria:

1. The extension should be built for Google Chrome. This came from an informal review of the extension ecosystem for the major web browsers (Firefox, Chrome, Edge, Safari). In addition to being the most widely used browser[[1]](#footnote-0), Chrome has, in our view, the following advantageous features:
   1. More extensive documentation, with detailed implementation of interaction with most elements of the browser
   2. More versatile JavaScript API, with support for browser bar addons as well as page content focus
   3. More simplistic addition of extensions, with an easy local upload, and non-automated removal of developer plugins
   4. Similar file structure to Firefox extensions (allowing for an easy port), while being more descriptive, and having explicit permissions

While deploying the extension to all of the major platforms would be an important usability criteria in general, only a single browser is initially necessary for our prototyping.

1. The extension should allow the user to set a master password for the saved passwords because it mitigates attackers who seek to steal unguarded information. We know this from the work by Zhao and Yue [1], who found that, in 2014, Google Chrome, Internet Explorer, and Safari did not allow users to set a master password for their browser-based password managers. Without setting a master password, the collection of saved passwords can be vulnerable to malware executing on the system.
2. The master password scheme should be 2words16, as suggested by Shay et al [2]. This scheme requires the password to contain:
   1. At least 16 characters
   2. Two alpha-numeric words
   3. At least one non alpha-numeric character separating each word

It was chosen because the researchers found it to be easily remembered, relative to the other tested schemes, while providing strong protection against password attacks. The downside is that password creation can be difficult, but as this password will be the key to all other passwords, a convenience trade-off is necessary to ensure security.

1. The extension should allow the user to generate randomized, secure, passwords. At the user’s discretion, this should include:
   1. Upper and lower-case letters
   2. Digits
   3. Special characters
   4. Using numbers and special characters in place of letters

All of these points are from Riley and Chaparro [3]. In doing so, the generated passwords will be secure and difficult to crack through dictionary and brute-force attacks.

1. The extension should warn the user if they try to use a password that is insecure, or reused by the user. This might be accomplished through a dictionary of commonly cracked passwords. These collections are available online, especially offered alongside paid password crackers such as John the Ripper[[2]](#footnote-1). This is mentioned as a feature of some managers by Gallagher [4], and has the potential to thwart a data breach before it happens by advising against poorly chosen passwords.
2. Notwithstanding the previous two points, the extension should allow the user to easily dismiss the password generation, and ignore insecure warnings. The reason for this is flexibility when dealing with variable password requirements that many websites specify, as discussed by Komanduri et al [5]. In this way, the user is not restricted from using certain websites, regardless of their potentially inferior scheme.
3. The extension should allow for the user to easily update their existing passwords. This is especially important in the case of a data breach, but also relevant in day-to-day usage. For example, many organizations enforce an expiration date of user passwords, as noted by Farcasin and Chan-tin [6]. Keeping all passwords up-to-date is essential for continued use of the extension.

By building a prototype that adheres to these guidelines, we believe that the extension will be highly usable and exhibit the expected functionality of password managers. While there are other ways to extend the prototype in terms of security (e.g., two-factor authentication, biometric authentication), we consider the stated goals as realistic relative to the timeframe for phase 1.
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